GUVERNUL REPUBLICII MOLDOVA
HOTARARE nr.
din 2022

Chisinau

Cu privire la aprobarea Conceptului
Sistemului Informational
»UAHELP”

Tn temeiul articolului 22 litera c) si d) din Legea nr.467/2003 cu privire la

informatizare si la resursele informationale de stat (Monitorul Oficial al Republicii
Moldova, 2004, nr.6-12, art.44) si cu modificarile ulterioare

no

Guvernul HOTARASTE:

Se instituie Sistemul Informational ,,UAHELP”.

Se aproba Conceptul Sistemului Informational ,,UAHELP” conform anexei nr. 1.
Se aproba Regulamentul privind modul de organizare si functionare a Sistemului
informational ,,UAHELP”, conform anexei nr. 2.

Asigurarea conditiilor juridice, financiare si organizatorice pentru crearea,
administrarea, mentenanta si dezvoltarea Sistemului Informational ,,UAHELP”
se realizeazd de catre Ministerul Muncii si Protectiei Sociale, in calitate de
posesor al acestuia”.

Realizarea prevederilor prezentei hotarari se va efectua din contul si n limitele
mijloacelor financiare alocate din bugetul de stat si ale altor mijloace, conform
legii.

Controlul asupra executarii prezentei hotarari se pune in sarcina Ministerului
Muncii s1 Protectiei Sociale.

PRIM - MINISTRU Natalia GAVRILITA
Contrasemneaza:

Viceprim — ministru pentru digitalizare Turie TURCAN
Ministrul muncii si protectiei sociale Marcel SPATARI

Ministrul finantelor Dumitru BUDIANSCHI



Anexanr.1l

la Hotararea Guvernului nr din

CONCEPTUL
SISTEMULUI INFORMATIONAL
»UAHELP ”

CAPITOLUL |
DISPOZITII GENERALE

1.  Sistemul informational ,,UAHELP” (in continuare — SI ,,UAHELP”)
reprezintd totalitatea mijloacelor software, hardware, informationale, organizationale,
a sistemelor de transmitere a datelor, a tehnologiilor de utilizare a acestora, a normelor
de drept, precum si a infrastructurii destinata acordarii s1 monitorizarii asistentei oferite
a refugiatilor si familiilor care gazduiesc refugiati.

2. Resursa informationala a Sl ,UAHELP” reprezintda un spatiu
informational unic pentru stocarea si evidenta solicitarilor parvenite la Linia Verde, a
Centrelor de Plasament Temporare (in continuare - Centre de cazare) acreditate de
catre Agentia Nationald pentru Asistentd Sociala (in continuare ANAS) conform
Ordinului Ministerului Muncii si Protectiei Sociale nr. 21/2022 cu privire la aprobarea
Regulamentului de organizare si functionare a Centrului de plasament temporar pentru
refugiati si normele de personal si cheltuieli, a persoanelor refugiate din Ucraina plasati
in centre de cazare, a necesitatilor, depozitelor de stocare a ajutoarelor umanitare,
inclusiv a datelor personale a cetatenilor Republicii Moldova care gazduiesc cetateni
ucraineni.

3. SI,,UAHELP” este parte integranta a Resurselor informationale de stat.

4. Sarcina crearii sistemului informational 11 revine Ministerului Muncii si
Protectiei Sociale.

5. Notiunile utilizate in prezentul Concept semnifica urmatoarele:

- proces informational - proces de colectare, prelucrare, pastrare, actualizare
si furnizare a informatiei documentate;

- asistentd sociala — componenta a sistemului national de protectie sociala, in
cadrul caruia statul si societatea civila se angajeaza sa prevind, sd limiteze sau sa
inlature efectele temporare sau permanente ale unor evenimente considerate drept
riscuri sociale, care pot genera marginalizarea ori excluderea sociala a persoanelor si a
familiilor aflate in dificultate;



- refugiat - cetatean strain aflat pe teritoriul Republicii Moldova datorita unor
imprejurdri care amenintd integritatea fizica, asupra vietii, libertatii si securitatii ei n
Ucraina ca rezultat al violentei, dezordinii sociale, conflict armat si datorita respectivei
temeri este lipsit de posibilitate de intoarcere in tara de origine;

- familie care gazduieste refugiati (in continuare familie) — familia cu resedinta
curentd in Republica Moldova care ofera cazare gratuitd in propria locuinta sau locuinta
inchiriata in conditiile legislatier pentru cel putin doi refugiati pentru o perioada de
minim 7 zile,

- solicitant — unul dintre membrii familiei care gazduieste refugiati sau din
cadrul familiei de refugiati cu capacitatea deplina de exercitiu care depune solicitarea
de acordare a asistentei sociale si actele confirmative necesare;

- beneficiar — solicitantul careia i-a fost stabilit dreptul la masuri de asistenta
sociald in baza solicitdrii depuse de acesta;

- Centru de plasament temporar - persoana juridica acreditatd de Agentia
Nationala Asistenta Sociala prin ordinul care presteaza refugiatilor servicii de cazare,
alimentare si igiena;

6. Scopul SI ,UAHELP”

Scopul de baza al SI ,,UAHELP” consta in sporirea eficientei sistemului de
gestionare a fluxului de cetateni ucraineni pe teritoriul Republicii Moldova in contextul
crizei refugiatilor prin asigurarea evidentei, asigurarea informationala a autoritatilor
administratiei publice centrale si locale, partenerilor, donatorilor, organizatiilor non-
guvernamentale precum si a solicitantilor/beneficiarilor.

1) La crearea SI ,,UAHELP” se urmareste atingerea urmatoarelor scopuri
specifice:

a) formarea bazei informationale unice pentru evidenta a solicitarilor
parvenite la Linia verde, a centrelor de cazare acreditate, a cetatenilor ucraineni plasati
n centrele de cazare, asistentei acordate refugiatilor si familiilor acestora, inclusiv in
familiile gazda pe teritoriul Republicii Moldova, a depozitelor cu ajutoare umanitare
destinate necesitatilor refugiatilor;

b) sporirea nivelului de calitate al asigurarii informationale a activitatii
persoanelor fizice/juridice, organelor implicate si a organelor centrale de specialitate
ale administratiei publice prin utilizarea unei informatii complexe si veridice despre
solicitantii si beneficiarii de (ajutoare umanitare conform necesitatilor) asistenta
sociald, precum si despre prestatorii de servicii;

C) evidenta centralizatd automatizatd a Solicitantilor si beneficiarilor de
asistenta inclusiv de ajutor umanitar,

d) asigurarea autoritatilor publice centrale si locale, cu informatie adecvata,
in vederea eficientizarii procesului de elaborare a politicilor;
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solicitantii/beneficiarii de asistentd, persoanele fizice si juridice, autoritatile
administratiei publice centrale si locale, parteneri, donatori, organizatii non-
guvernamentale prin reducerea timpului necesar solutionarii cazului;

f) sprijinirea persoanelor fizice si juridice, autoritatilor administratiei
publice centrale si locale, partenerilor, donatorilor, organizatiilor non-guvernamentale
n coordonarea actiunilor privind abordarea problematicii sistemului gestionarii crizei,
de acordare a ajutoarelor umanitare, asistentei.

7.  Obiectivele SI ,,UAHELP”

SI ,,UAHELP” are urmatoarele obiective:

1) asigurarea operativitatii in activitatea de gestionare a fluxului de cetateni
ucraineni in contextul crizei refugiatilor pe teritoriul Republicii Moldova,;

2) crearea, functionarea si intretinerea unui sistem de inregistrare a necesitatilor
pentru persoanele refugiate din Ucraina, precum si de evidenta a cetatenilor ucraineni
cazati in centrele de cazare, a familiilor gazda care cazeaza cetateni ucrainent;

3) asigurarea implementarii si realizarii modalitatii unice de Tnregistrare a
cetdtenilor ucraineni, inregistrarea necesitatilor acestora, inregistrarea ajutoarelor
umanitare parvenite, monitorizarea si evidenta produselor depozitate, interconexiunea
cu alte sisteme informationale prin intermediul platformei de interoperabilitate
(MConnect), si generarea rapoartelor de activitate;

4)inregistrarea Centrelor de cazare;
5) oferirea consultantei si ajutorului informational la cererea solicitantilor;

6) oferirea unui instrument de lucru celor implicati in oferirea masurilor de
asistentd a refugiatilor si familiilor acestora;

7) acordarea necesarului de informatie relevanta domeniului la nivel central,
raional/municipal si institutional, precum si specialistilor din domeniile
complementare;

8) acordarea de suport conducatorilor de institutii, responsabililor din raioane,
personalului ministerelor in monitorizarea, prognozarea situatiei si luarea deciziilor;

9) integrarea surselor de informatii indispensabile ce tin de managementul,
analiza si planificarea masurilor de asistentd cetdtenilor ucraineni si familiilor,
furnizarea cétre utilizatori a informatiilor sub forma de rapoarte;

10) Tnregistrarea datelor despre solicitantii si beneficiarii masurilor de
asistenta si necesitatilor pentru cetdtenii ucraineni cazati;

11) asigurarea vizualizarii informatiei stocate (cu diferite nivele de acces) si
generarea de rapoarte predefinite si specifice.

8.  Principiile crearii UAHELP
Principiile de baza ale crearii UAHELP sunt urmatoarele:
1) principiul legalitatii - presupune crearea si exploatarca UAHELP in

4



conformitate cu legislatia nationala Tn vigoare;

2) principiul integritatii datelor - presupune starea datelor cand acestea isi
pastreaza continutul si se interpreteaza univoc in conditiile unor actiuni accidentale.
Integritatea datelor se considerd a fi pastratd daca datele nu au fost denaturate sau
distruse (excluse din Sistem);

3) principiul autenticitatii datelor - presupune ca informatiile pastrate pe
dispozitive de stocare a datelor sau pe suport de hartie corespund starii reale a
obiectelor informationale si sunt autentice;

4) principiul plenitudinii datelor - presupune asigurarea volumului complet al
informatiei colectate, in conformitate cu actele normative;

5) principiul auditului sistemului - presupune inregistrarea informatiei despre
schimbarile care au loc, pentru a face posibila reconstituirea istoriei unui document,
sau starea lui la o etapa anterioara;

6) principiul veridicitatii datelor - presupune introducerea datelor in Sistem in
baza informatiei autentice, precum si asigurarea unui grad inalt de corespundere a
datelor stocate in sistem;

7) principiul independentei de platforma software - presupune ca sistemul poate
fi construit pe baza modulelor elaborate la comandd sau a produselor software
existente;
construit ca o entitate integrata, accesata de utilizatori printr-o interfata unica;

9) principiul interoperabilitatii sistemului informational - capacitate tehnica a
sistemului informational si organizatorica a participantilor de a reutiliza date printr-un
proces eficient de schimb de date;

10) principiul indrumarii procesului de utilizare a Sistemului - reprezinta o
totalitate de masuri organizatorice si tehnice de program, asigurand calitatea Tnalta a
resurselor informationale de stat formate, fiabilitatea stocarii lor si corectitudinea
utilizarii, in corespundere cu legislatia in vigoare, garantand accesul operativ la
informatie pentru utilizator, in limitele competentei stabilite prin actele normative si
nivelul de acces;

11) principiul transparentei - presupune accesul solicitantilor la o serie de
informatii cu caracter public;

12) principiul confidentialitatii informatiei - presupune restrictionarea accesului
persoanelor neautorizate la informatia cu accesibilitate limitatd in conformitate cu
legislatia la datele cu caracter personal sau cauzarii prejudiciilor persoanelor fizice si
juridice. Este asigurat prin definirea dreptului de acces si delimitarea nivelului de
acces,

13) principiul securitatii informationale - presupune asigurarea nivelului
pierderii, alterarii, denaturdrii, deteriordrii, modificarii, accesului si utilizarii
neautorizate. Securitatea Sistemului presupune rezistenta la atacuri, protectia
caracterului secret al informatiei, a integritatii si pregatirea pentru lucru atat la nivel de
Sistem, cat si la nivel de date prezentate in aceastd informatie;

14) principiul modularii si scalabilitatii - posibilitatea extinderii si completarii
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sistemului informational cu noi functii sau a Tmbunatatirii celor existente;

15) principiul neexcesivitatii si pertinentei, care releva necesitatea limitarii
volumului de informatii cu accesibilitate limitata prelucrate, in asa fel incat sa fie
prelucrate doar informatiile relevante si necesare in contextul realizarii sarcinilor
Sistemului;

16) principiul controlului - controlul masurilor ce asigura calitatea, fiabilitatea
resurselor si sistemelor informationale de stat, precum si pastrarea si utilizarea rationala
a acestora.

17) principiul respectarii drepturilor omului - presupune exploatarea UAHELP
n conformitate cu legislatia nationala si cea internationala la care Republica Moldova
este parte;

18) principiul  destinatiei  strategice —  asigurat prin  faptul ca
solicitantii/beneficiarii de asistenta sociald, persoanele fizice si juridice, autoritatile
administratiei publice centrale si locale, parteneri, donatori, organizatii non-
guvernamentale pot beneficia de date si informatii exacte despre obiectul de evidenta
al sistemului informational, necesare in procesul de acordare a masurilor de asistenta
sociala.

CAPITOLUL 11
SPATIUL JURIDICO-NORMATIV AL FUNCTIONARII SI UAHELP

9. Cadrul normativ aferent credrii si implementarii SI UAHELP include
urmadtoarele acte normative:

1) Constitutia Republicii Moldova, adoptata la 29 iulie 1994, Monitorul Oficial
al Republicii Moldova nr. 1 din 12. 08. 1994;

2) Memorandumul de intelegere intre Guvernul Republicii Moldova si
Programul Alimentar Mondial privind prezenta si activitatile PAM in Republica
Moldova;

3) Memorandum de intelegerea pentru furnizarca de Asistenta in numerar
folosind datele beneficiarilor din Moldova (DBM) intre Ministerul Muncii si Protectiei
Sociale si Programul Alimentar Mondial (,,PAM”);

4) Legea nr. 982/2000 privind accesul la informatie;

5) Legeanr. 1069/2000 cu privire la informatica (Monitorul Oficial al Republicii
Moldova, 2001, nr. 73-74, art.547);

6) Legeanr.467/2003 cu privire la informatizare si la resursele informationale de
stat;

7) Legea nr.133/2011 privind protectia datelor cu caracter personal,

8) Legea nr. 71/2007 cu privire la registre;

9) Legeanr. 142/2018 cu privire la schimbul de date si interoperabilitate;

10) Legea nr. 91/2014 privind semnatura electronica si documentul electronic;
11) Legea nr 133/2011 privind protectia datelor cu caracter personal;



12) Hotararea Parlamentului nr. 41/2022 privind declararea starii de urgenta;

13) Dispozitia nr. 3 din 27.02.2022 a Comisiei pentru Situatii Exceptionale a
Republicii Moldova;

14) Dispozitia nr. 6 din 03.03.2022 a Comisiei pentru Situatii Exceptionale a
Republicii Moldova;

15) Hotararea Guvernului nr. 211/2019 privind platforma de interoperabilitate
(MConnect).

16) Hotararea Guvernului nr. 1090/2013 privind serviciul electronic
guvernamental de autentificare si control al accesului (MPass) ;

17) Hotararea Guvernului nr. 201/2017 privind aprobarea Cerintelor minime
obligatorii de securitate cibernetica ;

18) Hotararea Guvernului nr. 708/2014 privind serviciul electronic
guvernamental de jurnalizare (MLog);

19) Hotararea Guvernului nr. 128/2014 privind platforma tehnologica
guvernamentald comund (MCloud);

20) Hotararea Guvernului nr. 1123/2010 privind aprobarea cerintelor fata de
asigurarea datelor cu caracter personal la prelucrarea acestora in cadrul sistemelor
informationale de date cu caracter personal ;

21) Hotararea Guvernului nr. 149/2011 cu privire la organizarea si functionarea
Ministerului Muncii si Protectiei Sociale;

22) Reglementarea tehnica RT 38370656 - 002:2006 ,,Procesele ciclului de viata
al software-ului”, aprobata prin Ordinul Ministerului Tehnologiei Informatiei si
Comunicatiilor nr.78/2006;

23) Ordinul nr. 21 din 26.02.2022 al Ministerului Muncii si Protectiei Sociale cu
privire la aprobarea Regulamentului de organizare si functionare a Centrului de
plasament temporar pentru refugiati si normele de personal si cheltuieli.

10. La elaborarea si implementarea ST UAHELP se vor respecta urmatoarele
standarde tehnice:

1) Standardul Republicii Moldova SM EN ISO 9001:2015 ,Sisteme de
management al calitatii. Cerinte”, adoptat prin Hotararea Institutului de Standardizare
din Moldova nr. 198 din 23 octombrie 2015;

2) Standardul Republicii Moldova SM EN ISO/CEI/IEEE 15288:2015
,Ingineria sistemelor si software-ului. Procesele ciclului de viatd ale sistemului”
adoptat prin Hotararea Institutului de Standardizare din Moldova nr. 202 din 03
noiembrie 2015;

3) Standardul Republicii Moldova SM EN ISO/IEC 27002:2017 ,,Tehnologia
informatiei. Tehnici de securitate. Cod de buna practicd pentru managementul
securitatii informatiei.” adoptat prin Hotararea Institutului de Standardizare din
Moldova nr. 255 din 24 septembrie 2015(versiunea romana — prin Hotararea nr. 98 din
25 mai 2021);

4) Standardul Republicii Moldova SM ISO/IEC 27005:2018 ,,Tehnologia
informatiei. Tehnici de securitate. Managementul riscului securitatii informatiei”
aprobat prin Hotararea Institutului de Standardizare din Moldova nr. 176 din 29 august
2017;
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CAPITOLUL I
SPATIUL FUNCTIONAL AL UAHELP

11. Functiile SI ,,UAHELP”

Functiile de baza ale UAHELP constau in:

1) formarea bancii de date a SI ,,UAHELP”;

2) organizarea suportului informational - informatiile din baza de date a
sistemului sunt furnizate in functie de nivelul de acces stabilit. Utilizatorii datelor din
sistem sunt obligati sa le foloseasca doar in scopuri legale;

3) stabilirea nivelului accesului utilizatorului - nivelul accesului
utilizatorului sistemului la informatia solicitata este stabilit de legislatie, in functie de
statutul sdu juridic si regimul juridic al informatiei;

4) identificarea si luarea in evidenta a obiectelor informationale,
introducerea volumului stabilit de informatie in banca de date a sistemului;

5) actualizarea datelor in cazul survenirii evenimentelor prevazute de
scenariile de baza, constand in modificarea semnificatiilor obiectelor informationale;

6) scoaterea din evidenta a obiectului informational prin transmiterea in
arhiva a datelor despre obiectul luat in evidentd, in cazul parasirii sistemului (arhiva
ramane parte componentda a UAHELP);

7)  modificarea statutului obiectului informational;

8) organizarea asigurarii informationale prin oferirea datelor din baza de date
UAHELP actorilor sistemului, in conformitate cu legislatia Tn vigoare si competentele
atribuite;

9) asigurarea calitatii informatiei prin colectarea datelor din sursa primara,
reducerea la minimum a intermediarilor dintre sursa primara si introducerea datelor,
utilizarea unor metodologii de verificare a exactitatii datelor;

10) asigurarea protectiei datelor si securitatii acestora la toate etapele de
colectare, stocare, prelucrare si utilizare;

11) asigurarea evidentei unice a solicitantilor si beneficiarilor de asistenta;

12) asigurarea fluxurilor de lucru si a mecanismelor de control asupra
indeplinirii acestora;

13) asigurarea interactiunii UAHELP cu alte sisteme informationale.
Schimbul de informatie cu alte sisteme informationale se realizeaza prin intermediul
platformei de interoperabilitate (MConnect);

14) asigurarea veridicitatii datelor la toate etapele de colectare, stocare si
prezentare;

15) asigurarea cu informatie relevanta a autoritatilor administratiei publice
competente si a publicului;

16) asigurarea veridicitatii si plenitudinii informatiei la colectarea datelor din
sursele primare;

17) asigurarea integritatii datelor la toate etapele de colectare, stocare,
prelucrare si utilizare a acestora;

18) asigurarea raportdrii statistice.



12.  Contururile functionale de baza ale SI UAHELP sunt urmatoarele:

1) Linia verde — linia telefonica gratuita cu privire la inregistrarea de catre
operator a adresarilor in SI UAHELP a persoanelor privind acordarea masurilor de
suport destinate pentru persoane refugiate din Ucraina.

a) Lista apelurilor efectuate — inregistrarea de catre operator a adresarilor,
si se completeaza cu urmatoarele date:

- 1d — ul de Tnregistrare;
operatorul;
data crearii;
tipul solicitarii;
categoria;

- datele de contact.

2) Centrele de cazare — Centrele de Plasament Temporar pentru Refugiati

acreditate.

a) Adauga centre de cazare — inregistrarea de catre registrator in Sl
UAHELP a centrelor de cazare , si se completeaza cu urmatoarele date:

- denumirea;
entitatea care a creat centrul;
localitatea;
numele, prenumele administrator;
datele de contact;
capacitatea de locuri;

- conditiile de cazare.

b) Adauga o persoana — inregistrarea de catre registrator a persoanelor
refugiate din Ucraina cazate in centrele de cazare, si se completeaza cu urmatoarele
date:

- numele, prenumele;

- sexul;

- tipul documentului;

- numarul de serie al documentului;

- Cetatenia;

- Optional daca cetateanul ucrainean detine IDNP al Republicii Moldova;

- data, luna, anul nasterii;

- persoana cu dizabilitati;

- persoana minora il reprezinta reprezentantul legal.

- data parasirii centrului de cazare.

c) Lista necesitati Centre de cazare - introducerea de catre registrator a
necesitatilor pentru persoanele refugiate din Ucraina cazate in Centrele de cazare, si se
completeaza cu urmatoarele date:

- numarul de persoane (cetdteni ucraineni) cazate;

- selectarea produselor necesare;

- comentarii — detalii referitor la produsele necesare.



3) Administratia Publica Locala — autoritatile al administratiei publice locale
de nivelul intai si al doilea, care sunt inregistrate in S| UAHELP.

a) Gazde — introducerea in SI UAHELP a cetatenilor Republicii Moldova,
care cazeaza refugiati (cetdteni ucraineni), si se completeaza cu urmatoarele date:

- numele, prenumele;

- sexul,

- data, luna, anul nasterii;

- idnp;

- datele de contact;

- selectarea Autoritdtii Publice Locale;

- oras, sat;

- adresa de domiciliu;

- completarea campurilor

- introducerea numadrului de refugiati (cetateni ucraineni) cazati;

- data cazarii refugiatilor (cetatenilor ucraineni);

- data plecarii refugiatilor (cetdtenilor ucraineni);

- declaratia privind veridicitatea datelor introduse;

- declaratia privind acordul de prelucrare a datelor cu caracter personal;

-nregistrarea.

b) Lista necesititi Administratia Publica Locala — introducerea de catre
registrator a necesitatilor pentru persoanele refugiate din Ucraina cazate in familiile
gazda, si se completeaza cu urmatoarele date:

- numarul de persoane (cetdteni ucraineni) cazate;

- selectarea produselor necesare;

- comentarii — detalii referitor la produsele necesare.

4) Necesitati S| UAHELP - lista de necesitati intocmite de catre centrele de
cazare n timp real.

(@) Executarea necesitatilor — utilizatorul responsabil de executarea
necesitdtilor creeaza in SI UAHELP comanda in baza unei necesitdti, dupa care
selecteaza depozitul pentru introducerea produselor indicate in necesitate, si se
completeaza cu urmatoarele date:

- selectarea depozitului;

- selectarea produselor conform necesitatii,

- comentarii;

- marcheza in executie.

5) Comenzi — lista comenzilor deschise si executate a necesitatilor inregistrate
in S| UAHELRP, si se completeaza automat de catre STUAHELP cu urmatoarele date:

- id-ul comenzii;

- denumire depozit;

- denumire centru de cazare;

- adresa;

- administratorul;

- data crearii comenzii;

- data eliberarii din depozit.
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6) Depozite — depozitele virtuale inregistrate in SI UAHELP, pentru evidenta si
repartizarea ajutoarelor umanitare pentru refugiati (cetateni ucraineni), conform
necesitdtilor inregistrate;

a) Lista depozite — fTnregistrarea depozitelor virtuale in SI UAHELP,
inclusiv asigurarea conexiunii cu Sistemul Informational de Evidenta Contabila a
Ministerului Muncii si Protectiei Sociale ceea ce asigura actualizarea datelor Tn timp
real, si se completeaza cu urmatoarele date:

- denumire depozit;

- localitate;

- raion, oras, sat;

- adresa;

-nume, prenume director;

- datele de contact.

- APl TOKEN.

7) Administrator al SI,,UAHELP” — nivel caracteristic utilizatorului cu privilegii
de administrare a accesului, configurare, audit si depanari in cadrul SI ,,UAHELP”.
Acest nivel de acces, dat fiind rolul sau de a administra buna functionare a solutiei
informatice, va asigura acces la toate functionalitatile interfetei utilizator si continutul
bazei de date livrate de interfata utilizator.

b) Registrator — utilizator care opereaza, introduce si/sau modifica datele din
SI UAHELP, dar nu configureaza insusi functionalitatea S| UAHELP;

8) Rapoarte — include functii generale a rapoartelor :

a) numarul centrelor de cazare:

- clasificate dupa denumire;

- nivelul;

- capacitate;

- localitate;

- conditii;

- dinamica cazarilor;

- dinamica locurilor ocupate.

b) numarul de persoane refugiate din Ucraina:

- numarul total de refugiate din Ucraina cazati in centrele de cazare si familiile
gazda;

-numarul total de refugiati (cetateni ucraineni) cazati in CPTR;

-numarul total de refugiati (cetateni ucraineni) cazati in familiile gazda;

- numarul de refugiati (cetdteni ucraineni) cazati la moment in CPTR;

- numarul de refugiati (cetdteni ucraineni) cazati la moment in familiile gazda;

-numarul de refugiati total (cetateni ucraineni) care au parasit CPTR-urile;

- numarul total de refugiati (cetateni ucraineni) care au parasit familiile gazda;

- distributia refugiatilor (cetdteni ucraineni) dupa varsta, dupd sex, dupa
persoane cu dizabilitati;

c) numarul familiilor gazda:

- numarul cetatenilor Republicii Moldova care gazduiesc refugiati;

- localitate, adresa,;
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d) Linia verde:

- numarul total de solicitari;

- numarul de solicitari solutionate;

- categoria solicitarilor;

- solicitarile repartizate.

e) Necesitati:

- numarul total de necesitati;

- numarul total de necesitati executate;
- numarul total de refuzate.

f)  Comenzi:

- Numarul total de comenzi;

- Numarul total de comenzi executate.

SI UAHELP

1 1 . 1 . ] 1 :
(Diiﬂgzg:d) uL Linia verde uL Cizzger éje uL Necisitati uL Comenzi Depozite

Figura nr. 1 - Conturile functionale de baza ale ST UAHELP.

13. Interactiunea cu alte sisteme informationale
Descrierea tehnologiei lucrarilor, interactiunea contururilor si functiilor se
efectueazd la etapa de proiectare si creare a UAHELP in conformitate cu
Reglementarea tehnica ,,Procesele ciclului de viatd al software-lui” RT 38370656-
002:2006, aprobata prin Ordinul Ministerului Dezvoltarii Informationale nr. 78/2006.
Pentru asigurarea formarii corecte a resursei informationale, UAHELP va utiliza
datele primare din Registrul de stat al populatiei, Sistemul Informational Integrat al
Politiei de Frontiera, si alte resurse informationale de stat departamentale, formate si
utilizate de catre autoritatile administratiei publice centrale de specialitate, ai caror
posesori sunt.
SI UAHELP va fi integrat si va interactiona cu urmatoarele sisteme informationale
de partajate:
1) Platforma de interoperabilitate (MConnect) - pentru schimbul de date
intre UAHELP si sistemele informationale ale autoritatilor si institutiilor publice;

12



2)  Serviciul electronic guvernamental de autentificare si control (MPass) —
pentru autentificare si autorizare pe baza de roluri in cadrul ST UAHELP;

3) Serviciul electronic guvernamental de jurnalizare (MLog) — pentru a
asigura jurnalizarea, auditul, evidenta evenimentelor si marcajul de timp, care sa
permita reproducerea parcursului desfasurarii operatiunilor;

4) Sistemul Informational de Evidenta Contabild a Ministerului Muncii si
Protectiei Sociale — pentru reflectarea in timp real a informatiilor referitor la produsele
aflate pe stoc in depozit.

Pentru preluarea si/sau schimbul de informatii si1 date relevante, UAHELP
interactioneaza cu resursele informationale de stat prin intermediul platformei de
interoperabilitate (MConnect), inclusiv resursele informationale compatibile, utilizate
de catre angajatori (Figura nr. 2), cum ar fi:

5)  Registrul de stat al populatiei, necesar schimbului automatizat de date a
cetatenilor Republicii Moldova, cetatenilor strdini si apatrizilor, refugiatilor care
domiciliaza permanent sau temporar pe teritoriul Republicii Moldova.

6) Sistemul Informational Integrat al Politieci de Frontiera, necesar
schimbului automatizat de date privind traversarea frontierei de stat a cetatenilor
straini;

7) Sl UAHELP furnizeaza informatii partilor interesate in conformitate cu
legislatia cu privire la schimbul de date si de interoperabilitate.

S| UAHELP

Modulul Linia Modulul
verde Necesititi

Modulul Centre
de cazare

Modulul
Comenzi

Modulul
Depozite

Modulul
Drepturi

| Modulul APL | |

Utilizator Utilizator Utilizator

Figura 2. Interactiunea UAHELP cu resursele informationale de stat
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CAPITOLUL IV
SPATIUL ORGANIZATORIC AL UAHELP

14. Functiile de baza privind formarea si exploatarea SI UAHELP sunt
repartizate 1intre posesor, detinator, registrator si furnizor a datelor resursei
informationale.

15. Proprietarul UAHELP este statul. Resursele financiare pentru
dezvoltarea, mentenanta si exploatarea acestuia sunt asigurate din bugetul de stat si/sau
din alte mijloace, conform prevederilor legislatiei.

16. Posesorul si detinatorul al SI ,,UAHELP” este Ministerul Muncii si
Protectiei Sociale, autoritate responsabila de administrare a acestuia:

1) asigurd conditiile juridice, organizatorice si financiare pentru crearea si
tinerea sistemului;

2) asigurda tinerea sistemului in conformitate cu regulile de tinere a
registrelor;

3) asigura mecanismul de Inregistrare a datelor;

4) asigura autenticitatea, plenitudinea si integritatea datelor din sistem;

5) asigura securitatea si protectia datelor din sistem;

6) asigura accesul la datele din sistem in conformitate cu legea si regulile de
tinere a registrelor.

7) administrarea sistemului prin:

8) administrarea rolurilor si drepturilor utilizatorilor;

9) administrarea nomenclatoarelor;

10) jurnalizarea evenimentelor;

11) administrarea modelelor de documente si formulare;

12) alte activitati de administrare si acces la functionalitatile UAHELP.

17. Administratorul tehnic al SI UAHELP este Institutia publica ,,Serviciul
Tehnologia Informatiei si Securitate Cibernetica”, care isi exercitd atributiile in
conformitate cu cadrul normativ in materie de administrare tehnicd si mentinere a
sistemelor informationale de stat.

18. Registratorii UAHELP sunt autoritatile administratiei publice centrale si
locale, persoanele juridice cu dreptul acordat conform legislatiei. In cazurile specificate
in acordurile incheiate cu posesorul UAHELP, registratori pot fi si alte persoane
juridice.

19. Destinatari ai datelor din UAHELP sunt autoritatile publice si persoanele
juridice conform legislatiei.

20. Furnizorii de date pentru UAHELP sunt:

a) autoritatile administratiei publice centrale si locale, persoanele juridice cu
dreptul acordat conform legislatiei;
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b) Agentia Servicii Publice ofera datele despre persoane juridice si persoanele
fizice identificate in baza IDNO/IDNP;

c) Inspectoratul Politiei de Frontiera care ofera datele despre traversarile
cetatenilor strdini a hotarelor Republicii Moldova identificate in baza actelor de
identitate.

CAPITOLUL V
CLASIFICAREA DOCUMENTELOR UAHELP

21. 1In cadrul UAHELP se utilizeaza documente de intrare, documente de
iesire si documente tehnologice.

22. Documente de intrare:

1) Tnregistrarea evenimentelor;

2) Tnregistrarea centrelor de plasament;

3) inregistrarea refugiatilor (cetatenilor ucraineni)
4) documente primare ale solicitantului;

5) cerere de furnizare a datelor din sistem.

23. Documentele de iesire:
1) acceptarea sau refuzul solicitarii ajutorului umanitar, stabilirea
serviciului, precum si alte documente stabilite de functiile SI ,,UAHELP”’;

2) rapoartele analitice si statistice (pe perioada solicitatd, in aspect teritorial,
in functie de alti indicatori calitativi si cantitativi) examinarea petitiilor, efectuarea
controalelor, numarul persoanelor care au beneficiat de consultantd si ajutor
metodologic, alte tipuri de rapoarte posibil generate de sistem.

24. Documentele tehnologice

1) lista utilizatorilor si drepturilor acestora;
6) inregistrarile de audit ale activitatii sistemului si utilizatorilor;
7) versiunile documentelor si istoricul modificarilor;

8) documentele tehnologice privind parametrii de sistem;

9) inregistrarea fisierelor — SI ,,UAHELP” cu privire la actiuni, solicitari si
interactiunea utilizatorilor cu sistemul;

10)  alte notificari.
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CAPITOLUL VI
SPATIUL INFORMATIONAL AL UAHELP

25. Spatiul informational al Sistemului cuprinde totalitatea obiectelor
informationale, cu atributele si identificatorii sai.

26. Obiectul informational al UAHELP este caracterizat prin urmatoarele
particularitati de baza:

1) unicitate (unicitatea obiectului semnifica existenta identificatorului unic,
care deosebeste obiectul respectiv de alte obiecte similare);

2) stare (starea obiectului este descrisa printr-un set de atribute, adica
proprietdtile variabile ale obiectului luate in considerare in sistem);

3) comportament (comportamentul obiectului este descris printr-o lista de
evenimente/scenarii prin care trece acesta si care sunt luate in considerare in sistem).

4) obiectele informationale care reprezintd resursele informationale ale
UAHELP sunt determinate conform destinatiei si, dupa caz, vor fi preluate de la
autoritatile si institutiile care le detin nemijlocit. Obiectele informationale se identifica
dupa un numar de identificare unic, specific fiecarui obiect separat.

Obiectele informationale sunt urmatoarele:

1) Linia verde — se inregistreaza in SI UAHELP apelurile telefonice
parvenite, se completeaza cu urmatoarele date de identificare:
a) id — ul generat automat de S| UAHELP;
b) data crearii — inregistrarea in SI UAHELP a adresarii;
C) tipul adresarii;
d) categoria de adresare — se inregistreaza categoria de adresare;
e) persoana care s-a adresat — se inregistreaza numarul de telefon;
f) comentarii — se descrie continutul adresarii;
2) Centrele de cazare — se completeaza cu urmatoarele date de identificare:
a) Denumirea — se va introduce denumirea centrului de cazare;
b) Entitatea care a creat centrul de cazare — se va selecta entitatea care a creat
centrul de cazare: APL1, APL2, ONG, 1S, Sindicate, APC;
c) Localitatea — se va introduce adresa centrului de cazare;
d) Numele, prenumele administrator;
e) Datele de contact — se va introduce numarul de telefon, adresa de email,;
f) capacitatea de locuri - se va introduce numarul de locuri disponibile;
g) conditiile de cazare — se va bifa daca centrul de cazare dispune de:
- dispune de apa potabila — Da/Nu;
- dispune de incalzire — tipul de incalzire;
- dispune de paturi amenajate.
h) Adauga persoana — se vor introduce datele referitor la refugiatul
(cetateanul ucrainean) cazat:
- numele, prenumele;
- sexul;
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tipul documentului — se selecteaza buletin, pasaport, permis de
conducere;

- numarul de serie al documentului — se introduce Tn sistem;

- cetatenia — se selecteaza cetdtenia care o detine;

- optional daca cetdteanul ucrainean detine IDNP al Republicii
Moldova — se introduce in sistem;

- data, luna, anul nasterii — se introduce Tn sistem;

- data intrarii pe teritoriul Republicii Moldova — se introduce data
cand a intrat pe teritoriul Republicii Moldova;

- datele de contact — se introduc datele de contact;

- persoand cu dizabilitati — se bifeazd daca persoana este cu
dizabilitati, Tn comentarii se introduce gradul de dizabilitate;

- persoana minora il reprezinta reprezentantul legal;

- data parasirii centrului de cazare;

- solicita un loc de munca — se bifeaza daca refugiatul (cetateanul
ucrainean) solicitd un loc de munca;

- dispune de transport propriu — se bifeaza daca refugiatul (cetateanul
ucrainean) dispune de mijloc de transport;

- daca copilul este fara reprezentant legal - se bifeaza daca copilul
este fara reprezentant legal;

- data cazarii — se introduce data cazarii;

1) Checkout — parasirea de citre persoana refugiata din Ucraina a centrelor
de cazare:

- data plecarii — se introduce data plecarii;

J) Adauga necesitati — se vor introduce necesitatile pentru persoanele
refugiate din Ucraina cazate in centrele de cazare:

- pentru cate persoane — se vor introduce numarul de persoane
refugiate din Ucraina cazate n centrele de cazare;
- selectarea produselor necesare — se bifeaza produsele necesare,
adaugdtor in comentarii se introduce cantitatea necesara,
- adauga — transmiterea necesitatilor .
3) Necesitati - lista de necesitati intocmite de catre centrele de cazare si
Administratia Publica Locald in timp real.

a) Executarea necesitatilor — utilizatorul responsabil de executarea
necesitatilor creeazd in SI UAHELP comanda in baza unei necesitati, dupd care
selecteaza depozitul pentru introducerea produselor indicate n necesitate, si se
completeaza cu urmatoarele date:

- selectarea depozitului;
- selectarea produselor conform necesitatii;
- comentarii;
- marcheza in executie.
4)  Administratia Publicd Localda — adauga o localitate, se completeaza cu
urmatoarele date in SI UAHELP, se completeaza cu urmatoarele date de identificare:
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a) Raion — selectarea denumirii localitatii APL;

b) APL — se introduce denumirea Administratiei Publice Locale;

c) Orag/sat — denumirea localitatii;

d) Adresa APL — se introduce denumirea adresei juridice unde se afla APL;

e) Codul postal — se introduce codul postal al APL;

f) IDNO — introducerea identificatorului unic al persoanei juridice;

g) Persoana de contact — introducerea informatiei despre persoana de
contact, nume, prenume,

h) Datele de contact — introducerea datelor de contact a APL;

1) Gazda - se inregistreaza in ST UAHELP datele despre cetatenii Republicii
Moldova, care gazduiesc persoane refugiate din Ucraina, cu urmatoarele date:

- numele de familie, prenumele — se introduc datele referitor la
familia si numele persoanei;

- sexul — se selecteaza sexul persoanei,

- ziua de nastere — se introduc ziua, luna, anul nastertii;

- idnp — se introduce numarul unic de identificare al persoanei;

- datele de contact — introducerea numerelor de telefoane a persoanei;

- Autoritatea Publica Locala — selectarea autoritatii publice locala din
lista;

- oras, sat, comund - selectarea localitatii;

- adresa — introducerea adresei de domiciliu a persoanei;

- completarea chestionarului — se introduc datele conform
intrebarilor din formularul de inregistrare;

- Numadrul de refugiati cazati — se introduce informatia despre
numarul de refugiati persoane refugiate din Ucraina cazate;

- Data cazarii refugiatilor (cetatenilor ucraineni) — se introduce data
cazarii refugiatilor (refugiatilor);

- Data parasirii gazdei — introducerea data despre plecarea
persoanelor refugiate) ;

- Confirmarea veridicitatii datelor introduse — se bifeaza confirmarea
veridicitatii datelor introduse;

- Acceptul privind prelucrarea datelor cu caracter personal — se
bifeaza confirmarea privind acordul de prelucrare si colectare a datelor cu caracter
personal;

- Inregistreazi-te — salvarea datelor introduse in SI UAHELP, si
generarea automatd a unui cod pentru introducerea datelor persoane refugiate din
Ucraina.

Necesitati —la necesitatile persoanelor refugiate din Ucraina cazate in centrele de cazare
si familii gazde, se completeaza automat in ST UAHELP cu urmatoarele date:

1) Lista necesitati — completarea automata in sistem a listelor necesitétilor:
- data crearii — data cand a fost creata necesitatea;
- denumirea — informatia de catre cine a fost creatd necesitatea,
centrele de cazare sau APL (pentru familiile gazda);
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- numarul de persoane — reflectarea numarului de persoane refugiate
din Ucraina;

comentarii, detalii — informatia detaliatd despre necesitatile
solicitate;

categoriile de produse — bifate de catre utilizatorul care transmite
necesitatea,;
2) Executd — crearea comenzii in baza unei necesitati, se completeaza cu
urmatoarele date:
- depozit — selectarea depozitului pentru indeplinirea comenzii;
- comentarii — se introduc informatii pentru depozitul selectat;
- alege resursele necesare — selectarea din depozit a produselor
necesare,
- marcheaza in executie — transmiterea comenzii spre executare,
eliberare marfa depozit.
5) Comenzi — reflectarea automata in ST UAHELP a necesitatilor executate,
care se completeazd automat cu urmatoarele date de identificare:
a) ID Comenzii — se atribuie automat de catre ST UAHELP;
b) Depozitul — depozitul virtual pentru eliberarea produselor;
c¢) Centrul de cazare —reflectarea automata a denumirii CPTR care a efectuat
necesitatea pentru ajutor (produse);
d) Adresa — reflectarea automata a adresei ;
e) Administratorul — reflectarea numelui, prenumelui persoanei de contact,
datele de contact;
f) Data credrii comenzii — evidenta in sistem a informatiei cand a fost
prelucrata necesitatea;
g) Depozit eliberat — evidenta cand au fost eliberate produsele de la depozit;
h) Ajuns la destinatie — data cand produsele eliberate din depozit au ajuns la
destinatie.
6) Depozit — se completeaza cu urmatoarele date de identificare:
a) Denumire — se introduce denumirea depozitului in S UAHELP;
b) Raion — introducerea localitatii;
C) Orag/sat - introducerea denumirii orasului, satului unde se afla depozitul
in S UAHELP;
d) Strada - introducerea adresei amplasarii depozitului in S| UAHELP;
e) Director — introducerea numele, prenumele in S| UAHELP;
f) Datele de contact — se introduc datele de contact, telefon mobil, email;
g) APl TOKEN - efectuarea conexiunii web cu Sistemul Informational de
Evidenta Contabila a Ministerului Muncii si Protectiei Sociale.
27. Identificarea obiectelor informationale
Fiecarui obiect informational 1 se va atribui un identificator unic. Obiectele
informationale imprumutate vor fi identificate in conformitate cu regulile sistemului in
care au fost introduse/create.
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Obiectele informationale se identifica dupd un numar de identificare unic
specific fiecarui obiect separat:

1) Identificator al obiectului informational ,,Administratia Publica Locala” este
codul de identificare IDNO;

2) Identificator al obiectului informational ,,persoand fizica” este codul de
identificare IDNP;

3) Identificatorul celorlalte obiecte informationale este un numar generat de SI
UAHELP pentru fiecare obiect informational si atribuit in mod automat in ordine
ascendentd, de la 000000001 pana la 999999999.

28. Scenarii de baza

Scenariul de baza reprezinta o listd a evenimentelor aferente obiectului
informational si care se tin in evidenti in sistem. In STUAHELP se vor tine in evidenta
urmdtoarele evenimente:

1)  Pentru obiectul informational ,,Centrele de cazare™:

a) ANAS dupa acreditarea centrelor de cazare prin ordinul Ministerului
Muncii si Protectiei Sociale, registratorul autentificat inregistreaza centrul de cazare
in SI UAHELP, identificator al obiectului informational fiind numarul generat de
sistem;

b) utilizatorul responsabil de ,,centre de cazare” autentificat in S| UAHELP
inregistreaza persoanele refugiate din Ucraina cazate, inclusiv inregistreaza necesitatile
pentru persoanele refugiate;

C) scoaterea de la evidenta si arhivarea obiectului, care se efectucaza de catre
registrator in momentul in care este sistatd activitatea centrelor de cazare;

d) scoaterea de la evidenta si arhivarea obiectului, care se efectucaza de catre
utilizatorul responsabil de ,,centre de cazare” in momentul in care este refugiatul
(cetateanul ucrainean) a parasit ,,centrul de cazare”;

2)  Pentru obiectul informational ,,APL”

a) utilizatorul responsabil de ,,APL” autentificat in S| UAHELP inregistreaza
conform formularului cetatenii Republicii Moldova care gazduiesc persoane refugiate
din Ucraina, dupa care SI UAHELP generecaza un cod unic pentru inregistrarea
persoanelor refugiate din Ucraina cazate in familiile gazda;

b) scoaterea de la evidenta si arhivarea obiectului, care se efectucaza de catre
utilizatorul responsabil de ,,centre de cazare” in momentul in care este refugiatul
(cetateanul ucrainean) a parasit familia gazda;

c)

3) Pentru obiectul informational ,,Necesitati”:

a) utilizatorul responsabil de prelucrarea necesitatilor, autentificat in Si
UAHELP, asigura executarea necesitatilor si selecteaza depozitul pentru eliberarea
produselor;

b) scoaterea de la evidenta si arhivarea obiectului, care se efectueaza de catre
utilizatorul responsabil de prelucrarea necesitatilor, dupa executarea comenzii;

4)  Pentru obiectul informational ,,Comenzi”:
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a) utilizatorul responsabil de prelucrarea necesitatilor, autentificat in Sl
UAHELP monitorizeaza in lista comenzilor transmise spre depozit pentru eliberarea
produselor;

5) Pentru obiectul informational ,,Depozite”

a) utilizatorul responsabil de ,,Depozit” autentificat in SI UAHELP,
elibereaza produsele din depozitul virtual,

b) scoaterea de la evidenta si arhivarea obiectului, care se efectucaza de catre
utilizatorul responsabil de ,,depozit”, dupa eliberarea produselor;

6) Pentru obiectul informational ,,Linia verde”:

a) utilizatorul operator ,Linia verde” autentificat in SI UAHELP,
inregistreaza solicitarile noi in SI UAHELP, analizarea si prelucrarea solicitarilor,
transmiterea spre solutionare conform necesitatii;

b) scoaterea de la evidenta si arhivarea obiectului, care se efectueaza de catre
utilizatorul operator ,,Linia verde”, dupa prelucrarea/transmiterea solicitarii,

C) utilizatorul administrator ,,.Linia verde” autentificat in SI UAHELP,
genereaza rapoartele conform categoriilor de solicitari inregistrate, conform
solicitarilor solutionate si transmise spre solutionare de catre operatori;

Capitolul VII
SPATIUL TEHNOLOGIC AL SI UAHELP

29. S| UAHELRP este proiectat ca sistem modular, care asigura posibilitatea
dezvoltarii sale fara a afecta continuitatea functionarii. Arhitectura SIAPC este
conceputa dupa schema-tip a infrastructurii informationale a SI UAHELP, in
conformitate cu cerintele crearii infrastructurii informationale de stat.

30. In consecintd, proiectarea infrastructurii SIAPC se bazeazi pe o
arhitectura pe trei niveluri, si anume:

1) Nivelul de stocare a datelor — utilizat pentru stocarea si actualizarea
datelor in cadrul SIAPC,;

2)  Nivelul aplicatiilor — inclusiv executarii proceselor de business—logica a
sistemului informational, si anume a regulilor si algoritmilor care asigura schimbul de
informatii intre baza de date si interfata utilizatorului;

3) Nivelul de prezentare a datelor — inclusiv prezentarii interfetelor
utilizatorilor necesare interactiunii cu SIAPC.

31. Arhitectura platformei software-hardware, lista de produse software si
mijloacele tehnice utilizate pentru crearea infrastructurii informationale sunt
determinate de Posesor, adica de Ministerul Muncii si Protectiei Sociale, in etapele
ulterioare de dezvoltare a sistemului, luand in considerare urmatoarele:

1)  implementarea unei solutii bazate pe SOA (Service-Oriented
Architecture), care oferd posibilitatea reutilizarii functiilor sistemului in alte procese
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sau permite extinderea sistemului cu noi functionalitdti fara a perturba functionarea
sistemului;

2) implementarea functionalitatilor de arhivare a informatiilor, crearea de
copii de rezerva si restaurarea datelor in caz de incidente;

3) toate actiunile, inclusiv de actualizare a ST UAHELP, se efectueaza prin
intermediul unei interfete, bazata pe tehnologiile web, care nu necesita achizitionare si
instalare a unor programe software aditionale pe calculatorul utilizatorului;

4) asigurarea confidentialitatii si integritatii datelor prezentului sistem prin
limitarea accesului: access doar prin autentificare precum si stabilirea individuala a
drepturilor de access a utilizatorului la modulele ST UAHELP de cétre administrator.

32. Sl ,,UAHELP” este gazduit pe platforma tehnologica guvernamentala
comuna (MCloud). Aceasta functioneaza in baza tehnologiei de ,,cloud computing”, ce
reprezintd un model de furnizare a serviciilor de tehnologie a informatiei care permite
accesul, la cerere, pe baza de retea, la totalitatea configurabila a resurselor de calcul
virtualizabile (de exemplu retele, servere, echipamente de stocare, aplicatii si servicii)
si care pot fi puse rapid la dispozitie cu un effort minim de administrare sau interactiune
cu furnizorul acestor servicii.

1) M-Cloud urmeaza sa satisfaca urmatoarele cerinte:
a) posibilitatea stocarii unui volum mare de informatie;
b) posibilitatea extinderii functionale si a puterii de calcul (extensibilitate si
scalabilitate);
C) asigurarea unei fiabilitdti Tnalte;
CAPITOLUL VIII

ASIGURAREA SECURITATII INFORMATIEI

33.Definirea sistemului securitatii informationale

1) Sistemul complex al securitatii informationale reprezinta totalitatea
masurilor legislative, organizatorice si economice, precum si a mijloacelor tehnologice
si a metodelor de protectie software-hardware, care sunt orientate spre asigurarea unui
ale UAHELP pentru minimalizarea prejudiciilor.

2) La sustinerea functionarii si administrarea UAHELP in vederea asigurarii
securitatii informationale, se va conduce de legislatia in vigoare si Standardele
internationale in domeniul asigurarii securitatii informationale, aprobate in Republica
Moldova.

34. Obiectivele securitatii
Obiectivele principale ale securitatii sunt:

- asigurarea integritatii informatiei — protectia Tmpotriva modificarii si
distrugerii datelor;
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- asigurarea confidentialitatii — protectia impotriva accesarii neautorizata
a datelor;

- asigurarea disponibilitatii — protectia impotriva blocarii accesului
utilizatorilor autorizati la resursele informationale;

- protectia datelor de la modificarea, nimicirea neautorizata si accesul
nesanctionat;

- autentificarea utilizatorilor sistemului;
- nonrepudierea.

35. Cerintele securitatii
Cerintele principale ale securitatii:

- complexitate;

- obiective orientate;

- continuitate;

- fiabilitate, durabilitate;
- gestionare centralizata,
- esalonare;

- suficienta rezonabila.

36. Asigurarea securitatii informationale

1) Crearea sistemului complex de securitate informationala include un sir de
etape consecutive:

- determinarea profilurilor de securitate;

- clasificarea resurselor protejate;

- analiza riscurilor;

- dezvoltarea politicii de securitate;

- dezvoltarea arhitecturii de securitate;

- crearea si implementarea sistemului securitatii informationale;

- certificarea sistemului.

2) Problemele securitatii informationale si ale sistemului informational integrat
de securitate, in ansamblu, trebuie examinate sub cateva aspecte — juridic,
organizational, tehnologic si economic. Utilizarea mecanismelor de asigurare a
securitatii informationale trebuie sa fie planificatd la etapa proiectarii sistemelor
informationale s1 infrastructurii informationale.

3) Componentele de baza ale sistemului securitatii informationale sunt:

a) protectia informatiei si infrastructurii de mentenantd la conectarea la
retelele externe;
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b)  protectia informatiei in procesul interactiunii intre retele;
c) protectia fluxurilor de date;

d) protectia serviciilor sistemului;

e) protectia antivirus;

f)  asigurarea securitatii mediului de program;

g) accesul autentificat;

h) protocolarea si auditul.

4) Principalele mecanisme tehnologice de asigurare a protectiei si securitatii
informationale sunt:

a) delimitarea accesului utilizatorilor la baza de date, in functie de rolul lor;
b) accesul la date doar prin interface-ul unic al obiectulut;

c) controlul si gestionarea centralizata a accesului la date;

d) autentificarea si autorizarea,;

e) dirijarea accesului;

f)  inregistrarea actiunilor si auditul;

g) criptarea informatiei.

h) verificarea aplicarii mijloacelor de program licentiat, precum si aplicarea
mijloacelor tehnice si de telecomunicatii certificate;

1)  verificarea componentei mijloacelor de program si tehnice 1in
corespundere cu documentatia sistemului informational mentionata in documentatia de
exploatare;

J)  conectarea mijloacelor tehnice si a produselor de program in componenta
sistemului informational, in conformitate cu documentatia de exploatare si de
constructie.

5) Securitatea informationala trebuie sa fie mentinuta pe parcursul intregului
ciclu de viata al Sistemului informational si perfectionatd continuu pentru prevenirea
aparitiei noilor pericole. Metodele de asigurare a securitdtii informationale trebuie
reexaminate si reajustate periodic sub aspect juridic, tehnico-organizatoric si economic

37. Riscurile sistemului
Riscurile principale pentru securitatea informationala a UAHELP sunt:

1)  colectarea si utilizarea ilegala a informatiei;
2) incalcarea tehnologiei de prelucrare a informatiei;
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3) elaborarea si raspandirea programelor care afecteaza functionarea
normald a sistemelor informationale si a sistemelor de telecomunicatii, precum si a
sistemelor securitatii informationale;

4) nimicirea, deteriorarea si suprimarea radioelectronica sau distrugerea
mijloacelor si sistemelor de prelucrare a informatiei, de telecomunicatii si comunicatii;

5) influentarea asupra sistemelor cu parola cheie de protectie a sistemelor
automatizate de prelucrare si transmitere a informatiei;

6) compromiterea cheilor si mijloacelor de protectie criptografica a
informatiei,

7)  scurgerea informatiei prin canale tehnice;

8) nimicirea, deteriorarea, distrugerea sau sustragerea suporturilor de
informatie mecanice sau a altor suporturi;

9) interceptarea informatiei in retelele de transmitere a datelor si in liniile de
comunicatii, decodificarea acestei informatii si impunerea informatiei false;

10) utilizarea tehnologiilor informationale autohtone si straine necertificate, a
mijloacelor de protectie a informatiei, a mijloacelor de informatizare, de
telecomunicatii si comunicatii la crearea si dezvoltarea infrastructurii informationale;

11) accesul neautorizat la resursele informationale care se afla in bancile si
bazele de date;

12) 1incalcarea restrictiilor legale privind raspandirea informatiei.

38. Sarcinile de baza privind asigurarea securititii informationale

Sarcinile de baza privind asigurarea securitatii informationale a UAHELP sunt
urmatoarele:

1) asigurarea confidentialitatii informatiei, adica limitarea accesului la
informatie a persoanelor fara drepturi si imputerniciri corespunzatoare;

2) asigurarea integritatii logice a informatiei, adica prevenirea introducerii,
actualizarii 1 nimicirii neautorizate a informatiei;

3) asigurarea integritatii fizice a informatiei;

4) asigurarea protectiei infrastructurii informationale impotriva deteriorarii si a
incercarilor de modificare a functionarii.
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Anexa nr.2
la Hotararea Guvernului nr din

REGULAMENTUL
privind modul de organizare si functionare a
Sistemului informational ,,UAHELP”

Capitolul I.
DISPOZITII GENERALE
1. Regulamentul privind modul de organizare si functionare a Sistemului
informational ,,UAHELP” (in continuare — Regulament) stabileste modul de

inregistrare si evidentd a Centrelor de Plasament Temporar pentru Refugiati acreditate
Agentiei Nationale pentru Asistentd Sociala prin ordinul Ministerului Muncii si
Protectiei Sociale (in continuare ANAS), a cetatenilor ucraineni, necesitatilor pentru
cetatenii ucraineni cazati, inregistrarea si evidenta ajutoarelor umanitare repartizate,
cerintele fata de protectia datelor la colectarea, acumularea, actualizarea, pastrarea,
prelucrarea si transmiterea informatiilor cu caracter personal, procedura de acordare a
credentialelor de acces.

2. Regulamentul stabileste modul, responsabilitdtile si mputernicirile privind
tinerea, acordarea si utilizarea informatiei din ST ,,UAHELP”.

3. Notiunile utilizate in prezentul Regulament sunt cele utilizate in Legea nr.
467/2003 cu privire la informatizare si la resursele informationale de stat, Legea nr.
71/2007 cu privire la registre, Hotararea Guvernului nr. 414/2018 cu privire la masurile
de consolidare a centrelor de date in sectorul public si de rationalizare a administrarii
sistemelor informationale de stat, Hotararea de Guvern nr. 211/2019 privind platforma
de interoperabilitate (MConnect), Hotararea Guvernului nr. 128/2014 privind
platforma tehnologicd guvernamentald comuna (MCloud) si Conceptul Sl
,UAHELP”.



CAPITOLUL II.
SUBIECTII RAPORTURILOR JURIDICE
iN DOMENIUL GESTIONARII SI ,,UAHELP”

4. Proprietarul SI ,,UAHELP” este statul. Resursele financiare pentru
dezvoltarea, mentenanta si exploatarea Registrului sunt asigurate din bugetul de stat si
din alte mijloace financiare neinterzise de lege.

5. Destinatari ai datelor din SI ,,UAHELP” sunt autoritatile/institutiile publice
centrale si locale, in limitele competentelor ce le sunt atribuite, partenerii din alte tari
cu care au fost incheiate acordurile respective, precum si persoanele fizice sau juridice
de drept privat, cu respectarea prevederilor actelor normative, inclusiv ih domeniul
protectiei datelor cu caracter personal.

6. Posesorul si detinatorul SI ,,UAHELP” este Ministerul Muncii si Protectiei Sociale
(in continuare — posesor/detinator).

7. Posesorul este responsabil de elaborarea si promovarea politicilor in
domeniul dezvoltarii si administrarii SI ,,UAHELP” si asigurd conditiile juridice,
financiare si organizatorice pentru crearea, administrarea, mentenanta si dezvoltarea
sistemului informational de stat.

8. Posesorul are dreptul:

1)sa dezvolte in functie, in functie de competenta sa cadrul normativ, cu
privire la SI ,,UAHELP”;

2)sa propuna solutii pentru perfectionarea si eficientizarea procesului de
functionare a SI ,,UAHELP”;

3) sa initieze procedura de suspendare a drepturilor de acces la Sl
,UAHELP” pentru subiectii care nu respectd prevederile prezentului Regulament,
inclusiv masurile tehnice si organizatorice de protectie si securitate.

4)alte drepturi ce rezultd din actele normative ce reglementeaza domeniul
resurselor informationale de stat;

S)asigura crearea, functionarea, administrarea, mentenanta si dezvoltarea SI
UAHELP;

6)aproba instructiuni si ghiduri privind introducerea, acumularea, pastrarea,
completarea, corectarea, precum si functionarea SI ,,UAHELP”’;

7)asigurd accesul utilizatorilor in conformitate cu drepturile de acces stabilite
st atributiile delegate;

8)monitorizeazd procesul de inregistrare si prelucrarea a datelor in Sl
,UAHELP”;

9)stabileste masurile tehnice si organizatorice de protectie si securitate a Sl
,UAHELP”;



10) exercitda alte atributii necesare asigurarii bunei functiondri a SI
UAHELP;
9.Posesorul este obligat:
1) sa asigure tinerea ST UAHELP 1n conformitate cu prevederile legislatiei;
2) sa asigure Inregistrarea obiectelor supuse inregistrarii;
3) sd asigure plenitudinea si integritatea datelor din SI ,,UAHELP”;
4) sa identifice incalcarile comise si sa Intocmeasca un raport privind datele
accesate;
5) sa asigure functionarea neintrerupta a S| ,,UAHELP”;
6) sa acorde suportul necesar utilizatorilor care au acces la SI ,UAHELP”
privind folosirea complexului de mijloace software aferente acestuia,
7) sa asigure securitatea si protectia datelor din Sl ,,UAHELP”;
8) sa stabileasca conditiile tehnice de functionare a ST UAHELP;
9) sa asigure accesul pentru toti destinatarii la datele din SI ,,UAHELP”, n
conformitate cu prevederile legislatiei;
10) sd intervind pentru investigarea, solutionarea, indepartarea erorilor
identificate sau comunicate de utilizatorii SI ,,UAHELP”;
10.Administratorul tehnic al SI ,,UAHELP” este Institutia publica ,,Serviciul
Tehnologia Informatiei si Securitate Cibernetica”, care isi exercitd atributiile in
conformitate cu cadrul normativ in materie de administrare tehnicd si mentinere a
sistemelor informationale de stat.
11.Registratori ai datelor in SI ,,UAHELP” sunt persoanele imputernicite din
cadrul Ministerului Muncii si Protectiei Sociale care administreaza datele din SI
UAHELP.
12. Registratorul are dreptul:
1)sa vizualizeze si sa editeze informatiile din SI ,,UAHELP”, conform
rolului atribuit;
2)sa acceseze spatiul informational al SI ,,UAHELP”, in limitele rolului
atribuit;
3)sa acceseze informatiile care se contin SI ,,UAHELP”, conform rolului
atribuit;
4)sd Tnainteze posesorului propuneri privind modificarea actelor normative
care reglementeaza functionarea Sl ,,UAHELP”;
5)sa inainteze detindtorului propuneri privind imbunatatirea si sporirea
eficacitdtii functiondrii SI ,,UAHELP” ;
13. Registratorul este obligat:
1)sa asigure corectitudinea si veridicitatea datelor introduse in Sl
,UAHELP”;



2)sa asigure actualizarea datelor introduse in SI ,,UAHELP”;
3)sa intreprindd masuri pentru evitarea accesului neautorizat al persoanelor
terte;
4)sa utilizeze functionalitatile SI ,,UAHELP” in exclusivitate conform
destinatiei acestora si in strictd conformitate cu legislatia;
14 Furnizorii de date sunt utilizatorii inregistrati si autentificati in Sl
,UAHELP”;
15.Furnizorul este obligat sd asigure corectitudinea, autenticitatea si
veridicitatea datelor prezentate pentru a fi introduse in SI ,,UAHELP”.
16. Utilizatorul nu poate folosi datele din Registru Tn scop comercial.

Capitolul 111
TINEREA SI ASIGURAREA FUNCIIONARII SI ,,UAHELP”

17. SI ,,UAHELP” se tine in format electronic in limba romana.

18. Toate inscrierile si modificdrile operate in Sl ,,UAHELP” se pastreaza in
ordine cronologica.

19. Posesorul SI ,,UAHELP” efectueaza administrarea acestuia cu ajutorul
complexului de mijloace software si hardware, in corespundere cu prezentul
Regulament.

20. Tinerea SI ,,UAHELP” este asigurata de catre Posesor pana la adoptarea
deciziei despre lichidarea acestuia. In cazul lichidrii Registrului, datele si documentele
continute n acesta se transmit in arhiva conform actelor normative.

21. In cadrul SI ,,UAHELP” sunt prelucrate informatii care fac parte din
categoria datelor cu caracter personal.

Capitolul IV
MODIFICAREA SI COMPLETAREA DATELOR
DIN SI ,,UAHELP”

23. Modificarea si/sau completarea datelor din SI ,,UAHELP” se efectueaza de
catre registratori prin adaugarea unor noi inscrieri privind anularea si substituirea
datelor Tnscrise anterior.

24. Modificarea si/sau completarea datelor din SI ,,UAHELP” se pot realiza de
catre registratorii care le-au inscris.

25. Sl ,,UAHELP” asigura posibilitatea accesarii si vizualizdrii informatiei la
orice etapd de modificare si/sau completare a datelor, precum si evidenta tuturor
modificarilor si completarilor.



26. Toate modificarile operate in SI ,,UAHELP” se pastreaza in ordine
cronologica.

Capitolul V
REGIMUL JURIDIC DE UTILIZARE A DATELOR
DIN SI UAHELP

27. Datele din SI ,,UAHELP” au un caracter public, cu exceptia datelor cu
acces limitat din domeniul datelor cu caracter personal si a celor care asigura
securitatea sistemului informational, in privinta carora se aplica cadrul normativ ce
reglementeazd domeniile respective.

28. Accesul la datele cu acces limitat din SI ,,UAHELP” este conditionat de
rolul utilizatorului. Astfel registratorul care are acces tehnic la datele din S| UAHELP,
ceea ce presupune introducerea, modificare datelor inscrise de acesta. Ceilalti
utilizatori au acces la introducerea informatiei si acces informational, ceea ce
presupune introducerea datelor conform nivelului de acces, vizualizarea datelor numai
in formatul individual permis. Totodatd registratorul in unele cazuri poate avea rolul
de utilizator cu acces limitat informational la date.

29. Accesul la datele din SI ,,UAHELP” se realizeaza prin accesarea interfetei
web si autentificarea se realizeaza prin intermediul serviciului electronic
guvernamental de autentificare (MPass) .

30. Punerea la dispozitie de catre Posesorul, Detinatorul si Participanti a datelor
din Registru se realizeaza prin:

1)acordarea accesului autorizat la Sistem;
2)acordarea informatiei prin intermediul postei electronice sau altor mijloace
de comunicatii electronice/aplicatii web, conform prevederilor normative.

31. Acordarea accesului la datele din Registru se va efectua prin intermediul
platformei de interoperabilitate (Mconnect).

32. Datele cu caracter personal ale persoanelor fizice se utilizeaza in
conformitate cu actele normative privind protectia datelor cu caracter personal.

Capitolul VI
MODALITATEA DE CONECTARE (DECONECTARE)
A PARTICIPANTILOR LA SI ,,UAHELP”

33. Subiectii in atributiile carora intrda administrarea SI ,,UAHELP”,
introducerea datelor, furnizarea informatiilor si asigurarea functionarii SI ,,UAHELP”
poartd raspundere personald in conformitate cu legislatia, pentru completitudinea,



autenticitatea, veridicitatea, integritatea informatiei, precum si pentru pastrarea si
utilizarea ei.

34. Toti subiectii SI ,,UAHELP” poarta raspundere conform legislatiei pentru
prelucrarea, divulgarea si transmiterea informatiei din sistem ce contine date cu
caracter personal, persoanelor terte, contrar prevederilor legislatiei.

35. Functionarea sistemului informational SI ,,UAHELP” se suspenda de catre
administratorul tehnic, dupa coordonarea prealabild cu posesorul, in cazul aparitiei
uneia dintre urmatoarele situatii:

1) in timpul efectuarii lucrarilor profilactice ale complexului de mijloace
software si hardware ale SI ,,UAHELP”;

2)in cazul aparitiei dificultatilor tehnice in functionarea complexului de
mijloace software si hardware al sistemului;

3)la incdlcarea cerintelor sistemului securitatii informatiei, dacd aceasta
prezinta pericol pentru functionarea sistemului;

4)la cererea scrisa a detinatorului sau posesorului.

36. In cazul aparitiei dificultitilor tehnice in functionarea complexului de
mijloace software si hardware al SI,,UAHELP” din vina tertelor persoane, este posibila
suspendarea functiondrii sistemului, cu informarea subiectilor prin mijloacele tehnice
disponibile

Capitolul VI
ASIGURAREA PROTECTIEI SI SECURITATII INFORMATIEI SI
RESURSELOR INFORMATIONALE ALE Sl ,,UAHELP”

37. Masurile de protectie si securitate a informatiei din SI ,,UAHELP”
reprezintd o parte componentd a lucrarilor de creare, dezvoltare si exploatare a
sistemului s1 se efectueaza neintrerupt de catre toti Participantii.

38. Obiecte ale asigurdrii protectiei si securitatii informatiei din SIA UAHELP
se considera:

1)masivele informationale, indiferent de formele pastrarii, bazele de date, si
alte aplicatii care asigurd functionarea ST UAHELP;

2)sistemele de telecomunicatii, retelele, serverele, calculatoarele si alte
mijloace tehnice de prelucrare a informatiei ;

38.Sistemele de comunicatii electronice, retelele, inclusiv mijloacele de
confectionare si multiplicare a documentelor si alte mijloace tehnice de prelucrare a
informatiei.

39. Protectia informatiei cu caracter personal din SI UAHELP se efectueaza
prin urmatoarele metode:



1) prevenirea conexiunilor neautorizate la retelele de comunicatii electronice
si interceptarii cu ajutorul mijloacelor tehnice a datelor din SI UAHELP transmise prin
aceste retele, asiguratd prin folosirea metodelor de cifrare si criptare a acestei
informatii, inclusiv cu utilizarea masurilor organizatorice, tehnice si de regim,;

2) excluderea accesului neautorizat la datele din Registru, asigurata prin
folosirea mijloacelor speciale tehnice si de program, cifrarea acestor informatii,
inclusiv prin masurile organizatorice si de regim;

3) prevenirea actiunilor speciale tehnice si de program, care conditioneaza
distrugerea, modificarea datelor sau defectiuni in functionarea complexului tehnic si
de program, asigurata prin metoda folosirii mijloacelor de protectie speciale tehnice si
de program, inclusiv a programelor licentiate, programelor antivirus, organizarea
sistemulut de control al securitdtii soft-ului si efectuarea periodica a copiilor de
siguranta;

4) prevenirea actiunilor intentionate si/sau neintentionate ale utilizatorilor,
care pot conduce la distrugerea sau modificarea datelor din SI UAHELP.

40. Persoana responsabilda de politica securitatii informationale asigura
definirea clara a tuturor responsabilitatilor utilizatorilor Sistemului cu privire la
securitatea informatiei din SI UAHELP (prevenire, supraveghere, detectare si
prelucrare).

41. In cazul operirii cu informatia din ST UAHELP, ce a devenit cunoscuti
utilizatorului in urma activitatii sale, este asigurat regimul de confidentialitate, care
presupune urmatoarele actiuni:

1) limitarea numarului persoanelor cu drept de acces la datele din SI
UAHELP;

2) monitorizarea procedurii de admitere si delimitarea functionala a
responsabilitatilor persoanelor care au acces la informatia din ST UAHELP;

3) identificarea si autentificarea utilizatorilor cu folosirea mijloacelor
moderne de autentificare;

4) executarea masurilor de protectie a informatiei in cadrul pastrarii,
prelucrarii si transmiterii acesteia prin intermediul canalelor de comunicatii
electronice.

42. Persoanele responsabile de asigurarea functionarii SI UAHELP si
inregistrarii datelor poarta raspunderea disciplinara, civila, contraventionala sau, dupa
caz penala, conform legislatiei, pentru autenticitatea, fiabilitatea si integritatea
informatiei, precum si pentru pastrarea, stocarea si utilizarea acesteia.

43. Pentru asigurarea functionalitatii eficiente si neintrerupte a SI ,,UAHELP”,
schimbul informational de date ST UAHELP este asigurat in regim nonstop.



44. Participantii SI ,,UAHELP”, elaboreaza si implementeaza politica de
securitate informationala pentru asigurarea respectdrii regulilor, standardelor si
normelor general acceptate in domeniul securitatii informationale, incluzand:

1) identitatea persoanei responsabile de politica de securitate;

2) principalele masuri tehnico-organizatorice necesare asigurarii functionarii
SI,,UAHELP”;

3) procedurile interne ce exclud cazurile de modificare nesanctionata a
mijloacelor software si/sau a informatiei in cadrul SI ,,UAHELP”;

45. Functionarea ST UAHELP se suspenda de catre administratorul tehnic, dupa
coordonarea prealabild cu posesorul, in caz de aparitie a uneia dintre urmatoarele
situatii:

1) in timpul efectudrii lucrarilor de profilactice ale complexului de mijloace
software si hardware al ST UAHELP;

2) la incdlcarea cerintelor sistemului securitatii informatiei, dacd aceasta
prezinta pericol pentru functionarea ST UAHELP;

3) in cazul aparitiei dificultatilor tehnice inn functionarea complexului de
mijloace software si hardware;

4) la cererea scrisa a posesorului.



Nota Informativa
la proiectul hotararii Guvernului cu privire la aprobarea Conceptului Sistemului
Informational ,,UAHELP” si Regulamentul privind modul de organizare si
functionare a Sistemului Informational ,,UAHELP”

1. Denumirea autorului si, dupa caz, a participantilor la elaborarea proiectului
Proiectul hotararii Guvernului cu privire la aprobarea Conceptului Sistemului

Informational ,,UAHELP” si Regulamentul privind modul de organizare si

functionare a Sistemului Informational ,,UAHELP”, elaborat de catre Ministerul

Muncii si Protectiei Sociale.

2. Conditiile ce au impus elaborarea proiectului si finalitiatile urmarite

In contextul gestionarii fluxului de refugiati din Ucraina pe teritoriul
Republicii Moldova, pentru asigurarea procesului de: evidenta persoanelor refugiate,
precum si a procesului unificat de receptie, sortare si distributic a donatiilor si
ajutoarelor umanitare destinate acestei categorii de persoane, este necesard
elaborarea un sistem informational care va asigura aceste procese.

Astfel, proiectul hotararii Guvernului cu privire la aprobarea Conceptului
Sistemului Informational ,,UAHELP” si Regulamentului privind modul de
organizare si functionare a Sistemului Informational ,,UAHELP”, a fost elaborat
pentru crearea unei baze de date unificate si sistematizate privind:

- crearea, completarea si evidenta solicitarilor parvenite la Linia verde, cu
privire la necesitatile parvenite din partea persoanelor refugiate;

- stabilirea  modului, responsabilitatilor si  Tmputernicirilor — privind
tinerea, acordarea si utilizarea informatiei din ST ,,UAHELP”;

- evidenta Centrelor de Plasament Temporar pentru Refugiati acreditate
conform Ordinului Ministerului Muncii si Protectiei Sociale nr. 21/2022 cu
privire la aprobarea Regulamentului de organizare si functionare a Centrului
de plasament temporar pentru refugiati si normele de personal si cheltuieli, n
dependenta de entitatea care la creat;

- evidenta persoanclor refugiate cazate in Centrele de Plasament Temporar
pentru Refugiati acreditate;

- evidenta necesitatilor parvenite din partea Centrelor de Plasament Temporar
pentru Refugiati acreditate;

- evidenta familiilor gazda a persoanelor refugiate din Ucraina;

- evidenta persoanelor refugiate din Ucraina care sunt cazate in familiile gazda;
Temei legal intru elaborarea prezentului proiect de hotarare sunt prevederile:

Hotararea Parlamentului nr. 41/2022 privind declararea stdrii de urgenta, Dispozitia

nr. 3 din 27.02.2022 a Comisiei pentru Situatii Exceptionale a Republicii Moldova;
Dispozitia nr. 6 din 03.03.2022 a Comisiei pentru Situatii Exceptionale a Republicii
Moldova.




Conceptul va asigura pastrarea istoricului aferent activitatii desfasurate pe
aceste dimensiuni, va facilita accesul la date Tn timp real, prin generarea instantanee
a Rapoartelor privind actiunile desfasurate.

3.Descrierea gradului de compatibilitate pentru proiectele care au ca scop
armonizarea legislatiei nationale cu legislatia Uniunii Europene

Proiectul de hotarare nu are drept scop armonizarea legislatiei nationale cu
legislatia Uniunii Europene.

4. Principalele prevederi ale proiectului si evidentierea proiectelor noi

Proiectul hotarérii  Guvernului prevede aprobarea Conceptului si
Regulamentului Sistemului Informational ,,UAHELP”

Resursa informationala al sistemului reprezinta un spatiu informational unic,
destinat evidentei:

- solicitarilor parvenite la Linia verde, cu privire la necesitatile parvenite din
partea persoanelor refugiate;

- Centrelor de Plasament Temporar pentru Refugiati acreditate conform
Ordinului Ministerului Muncii si Protectiei Sociale nr. 21/2022 cu privire la
aprobarea Regulamentului de organizare si functionare a Centrului de plasament
temporar pentru refugiati si normele de personal si cheltuieli, in dependenta de
entitatea care la creat;

- persoanelor refugiate cazate in Centrele de Plasament Temporar pentru
Refugiati acreditate;

- stabilirea  modului, responsabilitatilor si  imputernicirilor  privind
tinerea, acordarea si utilizarea informatiei din SI ,,UAHELP”’;

- necesitatilor parvenite din partea Centrelor de Plasament Temporar pentru
Refugiati acreditate;

- familiilor gazda a persoanelor refugiate din Ucraina;

- persoanelor refugiate din Ucraina care sunt cazate in familiile gazda;

- depozitelor pentru receptia, sortarea si distributia donatiilor si ajutoarelor
umanitare.

Acesta va oferi mecanisme automatizate si eficiente pentru gestionarea si
monitorizarea on-line a informatiei cu privire la procesele descrise mai sus.

Conceptul si Regulamentul descriu scopul, obiectivele, functiile de baza si
structura SI UAHELRP, stabileste posesorul, detinatorul, registratorii si furnizorii de
date, inclusiv utilizatorii acestuia, obiectele informationale si scenariile de baza
privind includerea informatiei.

De asemenea, in conformitate cu reglementdrile tehnice in vigoare, sunt
descrise cadrul normativ, spatiul functional, organizatoric, informational si
tehnologic al sistemului, clasificarea documentelor sistemului, precum si masurile de
asigurare a securitdtii informationale.

5. Fundamentarea economico-financiara

SI UAHELP a fost creat pe baza de voluntariat si va fi transmis Ministerului
Muncii si Protectiei Sociale cu titlu gratuit. Pentru anul 2022 mentenanta Sistemului




informational va fi asiguratd de catre partenerii externi (UNHCR). Ulterior suma
pentru mentenanta Sistemului va constitui estimativ 77,0 mii lei pentru perioada de
12 luni, care vor fi prevazuti in CBTM.

6. Modul de incorporare a actului in cadrul normativ in vigoare

Nu este necesar.

7. Avizarea si consultarea publica a proiectului

Pentru respectarea prevederilor Legii nr. 239/2008 privind transparenta in
procesul decizional, anuntul privind initierea proiectul de hotarare a fost publicat pe
pagina-web: www.particip.gov.md la 03.05.2022
(https://particip.gov.md/ro/document/stages/*/9149) si urmeaza a fi publicat si
proiectul hotararii Guvernului cu privire la aprobarea Conceptului Sistemului
Informational ,,UAHELP”.

8. Constatarile expertizei anticoruptie

Informatia privind rezultatele expertizei anticoruptie va fi inclusa dupa
receptionarea raportului de expertiza anticoruptie 1n sinteza obiectiilor si
propunerilor la proiectul de hotarare.

9. Constatarile expertizei de compatibilitate

Proiectul de hotarare nu are drept scop armonizarea legislatiei nationale cu
legislatia Uniunii Europene.

10.Constatarile expertizei juridice

Informatia referitoare la concluziile expertizei privind compatibilitatea
proiectului de hotarére cu alte acte normative in vigoare, precum si respectarea
normelor de tehnica legislativa va fi inclusa dupa receptionarea expertizei juridice in
sinteza obiectiilor si propunerilor/recomandarilor la proiectul de hotarre.

11. Constatarile altor expertize

Alte expertize nu au fost elaborate.

Secretar general Tudor MANCAS
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AGENTIA DE GUVERNARE @ E-GOVERNANCE
ELECTRONICA 7'\ AGENCY

Republic of Moldova, Chisindu, MD-2012, 134, Stefan cel Mare si Sfant Ave.
Phone: +373 22 820 026, email: office@egov.md, web: http://www.egov.md

Nr. 3007-82 din  30.05.2022
La nr. 19/1714 din  20.05.2022

Ministerul Muncii si Protectiei Sociale

Institutia publica ,,Agentia de Guvernare Electronica” (AGE) a examinat
proiectul de hotarare cu privire la aprobarea Conceptului Sistemului
Informational ,,UAHELP”, autor — Ministerul Muncii si Protectiei Sociale,
remis spre coordonare prealabild repetata, si, in limitele competentelor institutiei,
propunem ca la definitivarea versiunii initiale a proiectului, pana la prezentarea
acestuia spre inregistrare Cancelariei de Stat, sa se tina cont de urmatoarele obiectii
si propuneri:

La proiectul hotararii:

1. Pornind de la faptul ca proiectul de hotarare a fost completat cu proiectul
de Regulament privind modul de organizare si functionare a SI ,,UAHELP”,
denumirea proiectului se va modifica pentru a reflecta noul continut al acestuia, iar
nota informativd se va completa pentru a argumenta reglementarile noi ale
proiectului.

2. Clauza de adoptare urmeaza a fi completata cu referirea si la art.22 lit.c)
sid) din Legeanr.467/2003 cu privire la informatizare si la resursele informationale
de stat.

3. Lapct.1 se vorexclude cuvintele ,, conform anexei nr.1”, iar proiectul se
va completa cu un nou punct cu urmatorul continut:

., 2. Se aproba Conceptul Sistemului informational ,,UAHELP” conform
anexei nr.1.”

La proiectul de Concept:

4. La pct.8 subpct.18), dar si in tot textul proiectelor de concept si
regulament se vor exclude normele ce reglementeaza SI ,,UAHELP” drept un
registru, deoarece prin prezentul proiect se instituie si este reglementat un sistem
informational si nu un registru de stat.

5. TInscopul evitarii dublarii de norme, anticipand eventualele obiectii la
ctapa expertizarii juridice a proiectului, recomandam excluderea din pct.5 a
notiunii ,, utilizator de informatie”, deoarece aceasta notiune este deja definita in
art.3 din Legea nr.467/2003 si cadrul normativ subsecvent.

Director adjunct Andrei PRISACAR

Ex.: Dumitru Botea,
e-mail:_ dumitru.botea@egov.md,
tel.:; 061 000 493

Document semnat electronic in conformitate cu Legea nr. 91/2014.
Verificarea semndturii poate fi realizata la adresa: https://msign.gov.md.
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MINISTERUL MUNCII SI PROTECTIEI SOCIALE AL REPUBLICII MOLDOVA

MINISTRY OF LABOR AND SOCIAL PROTECTION OF THE REPUBLIC OF MOLDOVA
MHUHUCTEPCTBO TPYJIA U COIUAJIBHOM 3AIMUATHI PECITYBJIAKA MOJIIOBA

str. Vasile Alecsandri 2, MD-2009, mun. Chisindu
Tel. +373 22 268 883, +373 22 268 816; e-mail: secretariat@social.gov.md, web: https://social.gov.md

31 mai 2022 nr.

19/1800

CERERE

privind inregistrarea de catre Cancelaria de Stat a proiectelor de acte normative
care urmeaza a fi anuntate in cadrul sedintei secretarilor generali

nr.
d/o

Criterii de inregistrare

Nota autorului

Tipul si denumirea proiectului

Proiect de hotarare de Guvern cu privire
la aprobarea Conceptului Sistemului
Informational ,,UAHELP” si a
Regulamentului  privind modul de
organizare si functionare a Sistemului
Informational ,,UAHELP”.

Autoritatea care a elaborat proiectul

Ministerul Muncii si Protectiei Sociale

Justificarea  depunerii  cererii  (indicatia
corespunzdatoare sau remarca precum cd
proiectul este elaborat din initiativa autorului)

Proiectul Hotararii de Guvern este
elaborat in contextul gestionarii fluxului
de refugiati din Ucraina pe teritoriul
Republicii Moldova, pentru asigurarea
procesului de evidenta persoanelor
refugiate, precum si a procesului unificat
de receptie, sortare si distributie a
donatiilor si  ajutoarelor umanitare
destinate acestei categorii de persoane,
este necesara elaborarea un sistem
informational care va asigura aceste
procese.

Lista autoritdtilor si institutiilor a caror avizare
este necesara

Cancelaria de Stat

Ministerul Finantelor
Ministerul Afacerilor Interne
Ministerul Educatiei
Ministerul Economiei
Ministerul Justitiei

Ministerul Sanatatii

Agentia Guvernare Electronica
Biroul National de Statistica
Centrul National Anticoruptie
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Centrul  National pentru
Datelor cu Caracter Personal

Protectia

L.P. Serviciul Tehnologia Informatiei si
Securitate Cibernetica.

Termenul-limita
avizelor/expertizelor

pentru depunerea

10 zile lucratoare

Numele, prenumele, functia si datele de contact
ale persoanei responsabile de promovarea
proiectului

Prodan Octavian, consultant principal
Serviciul tehnologiei informatiei si
comunicatiilor, telefon 079572656
octavian.prodan@social.gov.md

Anexe (proiectul actului care se solicita a fi
inregistrat, nota informativa cu documentele de
insotire)

1. Proiectul de hotarare

2. Nota informativa

3. Avizul privind coordonarea
prealabild cu Agentia de Guvernare
Electronica

Data si ora depunerii cererii

Secretar general

Tudor MANCAS

Executor: Prodan Octavian
Tel: 079572656
email: octavian.prodan@social.gov.md
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